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1
Decision/action requested

SA3 is kindly requested to approve the proposed conclusion to Key Issue # 3.
2
References

3
Rationale

In the requirement of Key Issue # 3, the 5GS shall be able to update the keys used to protect the MBS traffic. Key update needs to take following factors into consideration:

1. The changes of authorization.
2. Key lifetime. The information is managed in key generator. 

3. Local policy. For example, the network detected that the protect key for MBS is compromised, the network needs to be able to trigger the key update procedure.
4
Detailed proposal

******************* Start of Change 1 *******************
7
Conclusions
Editor’s Note: This clause will contain the conclusion of the TR
7.X
Conclusions for Key Issue #3

Following conclusions are made on Key Issue #3 " Security protection of key distribution":
· Based on the changes of authorization info or the key lifetime or the local policy, the key generator decides to update the keys used to protect the MBS traffic.
*************************** End of Change 1 **************************
